
Privacy Policy 
Last Updated: March 27th, 2025 

At APOLLO, we value your privacy. This policy explains how we collect, use, and protect 
your information when you interact with our platform. 

1. Data Collection 

Data collection is minimal and primarily optional. Users may choose to provide information 
(such as email) to receive updates or communications. 

Wallet addresses are required to access APOLLO's services, including BTC deposit, zBTC 
minting, zBTC redemption and BTC withdrawal. However, wallet data is only used to deliver 
requested functionality and is not linked to personal identity. 

2. Data Sharing 

We do not sell, rent, or trade any personally identifiable information. 

We may share limited technical data with trusted service providers who help us operate the 
platform (e.g., infrastructure monitoring or analytics), and only under strict confidentiality 
agreements and applicable data protection regulations. 

3. Data Security 

APOLLO employs strong encryption, access control, and network security practices to 
safeguard user data. While we are committed to maintaining a secure environment, users 
should be aware that no digital system is entirely immune to risk. 

4. Cookies and Tracking 

We may use cookies or similar tracking technologies to better understand user behavior, 
improve performance, and deliver a smoother experience. Users can manage cookie 
preferences in their browser settings. 

5. Security Audits 

Our platform has undergone third-party security audits, including by Sec3, to ensure smart 
contract integrity and infrastructure reliability. These audits help validate the platform’s 
trustworthiness and ongoing commitment to user safety. 
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